
Passive avoidance: 
data owners 
are resistant to 
extra work
Many employees given 
responsibility for data 
on top of their day-to-day 
tasks, try to sidestep the 
extra work

We estimate that 
the Pareto principle 
applies to information 
risk with 20% of 
a business’s data 
carrying 80% of 
the risk

Source: Grant Thornton’s International Business Report - a quarterly survey of 2,900 business in 36 economies worldwide. © 2017 Grant Thornton International Ltd. 

Increase cyber resilience: 
Three principals to managing 
data more effectively

Clarify ownership: system- 
wide and data-specific.
Data security should be 
treated as an enterprise-wide, 
consistently applied risk that 
is led by the C-suite and then 
implemented by employees 
at the operational level.

Achieve more ‘human’ 
communication and training
All engagement – whether 
communications from 
the top or training – needs 
to take a place on a 
human, non-technical level.

Embed information risk 
management ‘by design’
Data understanding 
needs to be built into 
projects by design, with 
a multidisciplinary team 
seeking agreement on 
the biggest data-related 
threats to the business.
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Increase in 
cyber-attacks 
from 2015-2016

in 201515%

in 201621%

20%

Locking down 
the value of data

6%

Businesses 
surveyed 
feel they’ll be 
attacked soon

30%
Are quite well 
prepared for 
an attack

50%
Believe such 
cyber-attacks 
won’t be targeted 
against them

65%

20%

Less than two in three 
businesses are taking 

steps to understand 
their data

Only half of 
businesses assign 

a risk profile to 
their information
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Business 
resilience 

is key
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